
Experience the Power of Simplicity and Flexibility with

Cellopoint Comprehensive SaaS Email Solution

Cellopoint SaaS Email Solution o�ers cloud-based inbound email 

protection, outbound DLP and archiving to protect organizations 

against email attacks such as phishing, BEC scams, ransomware 

and spam, as well as prevent email data loss and provide email 

retention and compliance. 

Cellopoint SaaS Email Solution is ideal for organizations that 

plan to move to the cloud or lack the IT resources to deploy and 

manage on-premises infrastructure as Cellopoint SaaS Email 

Solution combines powerful email security, data loss and 

archiving features like on-premises secure email gateways while 

it saves on hardware and maintenance costs.

SaaS Email
Solution

COA
Cellopoint Online Archiving

COP
Cellopoint Online Protection

CODLP
Cellopoint Online DLP

Rated 4.7/5 Stars on Gartner Peer Insights

Cellopoint Reviews

Find out more about our SaaS Email Solution



COP
Cellopoint Online Protection

COP is a cloud-based email security solution that o�ers full protection against all known and unknown 

threats, from spam and viruses to phishing emails, malware, BEC scams, and advanced persistent threats. 

With COP, you can be confident that all threats are blocked from reaching your inbox, ensuring a high 

level of protection.

COP - Standard
• Protects organizations against spam and known 

email threats including ransomware, trojans, and 
other types of malware.

• Intercepts subsequent virus attacks shortly after a 
virus outbreak.

• Blocks both mail bombs and DoS attacks.

COP - Advanced
• Detects and blocks known and unknown email 

threats.

• Detects and blocks malicious URLs. 

• Detects new APT attachment attacks using 
sandbox analysis and MD5 hash comparison.

• Uses AI analysis and ML to detect and block BEC 
scams.

Feature/Model 

Anti-Spam, Anti-Virus

APT-URL, APT-File

Anti-BEC
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CODLP
Cellopoint Online Data Loss Prevention

CODLP o�ers cloud-based email auditing and encryption that detect sensitive and confidential information 

and take actions such as blocking, forwarding, notifying, or encrypting emails to prevent data loss, simplify 

email risk management, and ensure regulatory compliance.

COAUD (Cellopoint Online Auditing) 

• Helps organizations prevent data loss by using 
pre-defined policies based on keywords and 
custom dictionaries to monitor outbound emails 
and take policy-driven actions, such as blocking, 
notifying, and forwarding emails to multiple 
auditors to review. 

• Provides role-based security controls.

• Scans outbound emails in real time, supports 
multiple file formats, and provides a single 
console to manage policy settings.

COENC (Cellopoint Online Encryption)

• Automatically encrypts outbound plain text emails 
that trigger one of the CODLP encryption policies 
to ensure the secure delivery of confidential 
emails and mitigate the risk of data loss. 

• Supports HTTPs, S/MIME, PDF+ password and ZIP 
+ password encryption methods.

Feature/Model 

Auditing

Encryption

COAUD CODLPCOENC
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COA
Cellopoint Online Archiving

COA is a cloud-based email archiving solution that archives emails securely and ensures quick search 

and retrieval of emails by simply configuring journaling rules. It also features indexing, compression, 

encryption, and e-discovery functionality. COA helps organizations to stay compliant, reduce storage 

costs, and optimize data management.

1.1  E�ectively archives emails from cloud email servers like Exchange Online, Microsoft 365, or Google 
Workspace.

1.2  E�ectively archives emails from on-premises email servers like Microsoft Exchange.

2.1  COA VM is the main system responsible for e�ectively archiving emails by indexing, compressing, and 
encrypting. It also o�ers a user-friendly web console for administrators to manage archived emails.

2.2  Cloud storage o�ers on-demand scalability, high stability, reliable data protection, and cost-e�ectiveness.

3     Enables fast search and retrieval of emails and provides role-based security controls.

Feature/Model 

Cloud + On-Prem Archiving (Hybrid)

Cloud Archiving

COA-Hybrid COA

2.1 
COA VM

COA
Cellopoint Online Archiving
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Cellopoint is a leader in next-generation email security solutions, using AI-based technology to protect users against 

advanced email attacks such as phishing, ransomware, and BEC scams.

Contact Us     +886-2-89692558  |  sales@cellopoint.com

Interested in Cellopoint SaaS Email Solution?
If you are interested in learning more about Cellopoint SaaS Email Solution, please get in touch 

with our sales team. You can reach us by sending an email to sales@cellopoint.com or by calling us 

at +886-2-8969 2558 ext. 860 during our business hours.

Request a free SaaS 
Email Solution trial

Visit our website for 
more information.
www.cellopoint.com 

• Flexible subscription-based service

• Reduced the cost and complexity

• Faster deployment and updates

• Little maintenance and no hardware

• Professional support services

Supported Email Servers
• Microsoft Exchange  2016 2019 / 

Microsoft 365 Exchange Online

• HCL Notes

• Google Workspace

•

SaaS Email Solution that Reassures:
• Highest security and stability

• 24x7 IT support and maintenance services

Suitable for Organizations that:
• Need email protection, DLP, as well as archiving 

and compliance

• Want to enforce policy compliance

• Wish to outsource their IT management to 

reduce costs

• Are small or medium-sized enterprises with 

limited IT resources

• Have limited budgets for IT


